
The speaker will cover the following topics: 

 The importance of software security. 
 Contemporary approaches to software analysis. 
 Intractability and challenges of software analysis. 
 The need for intelligence amplifying (IA) tools for practical software analysis. 
 Projected Control Graph as an example of necessary abstraction for IA tools to capture relevant 

program behaviors. 
 Research directions based on experience on multi-million DARPA programs. 
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